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Little=Psycho Linux
The more silent
The more dangerous




This is lightweight Linux with a KDE plasma desktop, based
on the Ubuntu mini 20.04 LTS and equipped kernel 5.10 LTS
and 5.8.

Little-Psycho has a focus on destructive and stress testing

of both software and hardware and also included the over-
clocking and health testing tools.

These tools and commands impose much stress on the
system and measure the performance of the system.



Littie-Psyche Linux

1) Just Live CD , KDE plasma desktop environmen
2) Included Kernel 510 LTS

3) login without user accout password

4) category: Destructive, Live Medium, Stress testing

5) Based on ubuntu mini LTS, 64 bit

6)Origin: predator-os and emperor-os team

7) package manager: apt, Synaptic, discover, aptitude
8) lightweight and lossless driver: no sound,no webcame,no printer drivers
9) included firmware used by Linux kernel drivers.
10)slimjet: Fast, smart and powerful browser based on Blink

11) included 130 special Tools in destructive and stress testing



Littie-Psyche Linux

As a System Administrator, you can examine and monitor the status of your
Linux systems when they are under stress of high load.
In this guide, we shall look at some special and important tools for destroy-

ing and stress testing under your Linux systems.

little-Psycho will stress test a computer system in various selectable ways. It

was designed to exercise various physical subsystems of a computer as well
as the various operating system kernel interfaces.
You can tests your system for following features:
CPU compute

drive stress

/O syncs

Pipe I/0

cache thrashing

VM stress

socket stressing

process creation and termination




Littie-Psyche Linux

such as:

Over 260 stress tests

85+ CPU specific stress tests that exercise floating point, integer, bit manip-
ulation and control flow

over 20 virtual memory stress tests

portable: builds on Linux, Solaris, *BSD, Minix, Android, MacOS X,

GNU/Hurd, Haiku, Windows Subsystem for Linux and SunOs/Dilos with
gcce, clang, tec and pcc.
tested on x86-64, 1386, s390x, ppc64el, armhf, arm64, sparc64, risc-v, m68k,

mips64



mounting tools:

scans all devices connected to the system, and tries to
mount them, creating mount directories as needed.
Warning: After configured, this program allows ordinary
users to mount external file systems. automatically mounts
USB mass storage devices (typically USB pens)
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deleteall-sda. gnome-disk- gnome-disk- gpart.desktop gparted.desktop installedPKGsSda

desktop image-mounter. image-writer. desktop
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desktop desktop

mimeinfo.cache mount- mountpy.desktop org.gnome. org.gnome org.kde.
removable-media baobab.desktop DiskUtility kdeconnect_open

desktop desktop desktop
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org.kde. org.kde org.kde. org.kde removeuser.
kdeconnect.app. kdeconnect kdeconnect partitionmanager. desktop
desktop daemon.desktop nonplasma. desktop

desktop

19 Mounting Tools



Formatting tools:

There are 13 formatting tools that help Linux users partition and
manage their disks and used for creating and manipulating disk
partition tables.

We added both command line utilities as well as GUI applications
for managing disk partitions in Linux.
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badsector.desktop badsector2.desktop fdisk.desktop gpart.desktop gparted.desktop
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gsmartcontrol. mount-removable- mountpy.desktop org.gnome. org.kde
desktop media.desktop DiskUtility.desktop partitionmanager.

desktop
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smartcontrol. usb.desktop usbfloppy.desktop
desktop

13 Files (17.6 KiB)

10 formatting Tools



wipe tools:

Simply deleting files and folders isn’t good enough — even if you
empty Windows’ Recycle Bin or Mac’s Trash Can — because it’s
relatively easy to recover files using freely available tools. Wiping a
disk is done by writing new data over every single bit.

Wiping then physically destroying the hard drive will ensure
sensitive data can’t be accessed by anyone,
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shrom.desktop gparted.desktop hddwipe.desktop mount- mountpy.desktop

removable-
media.desktop

mtd.desktop nwipe.desktop org.bleachbit org.gnome overwriting.

E|>31 hBit.
desktop
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rm-em ,3
folderss
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wipe.desktop
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wipehard
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desktop desktop

sdmem.desktop

wiperandomdata

DiskUtility.

desktop
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sfill.desktop

wipesdarandomd

ata.desktop

srm.desktop

desktop
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sswap.desktop

¥

withv NIp

des (lp

Unknown size

20 wipe Tools



Remove everything tools:
Sometimes you get into a situation where you need to delete all

files/folder in a disk. You can delete everything by using the
following tools.

gparted.desktop mount-removable-media mountpy.desktop

desktop
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org.gnome.DiskUtility shredder.desktop

desktop

Unknown size

7 Files (14.9 KiB)

3 remover



Partition remover

Linux users create partitions to organize their data in an efficient
manner. As easy as they are created, Linux partitions can be
deleted to reformat a storage device and regain storage space.

SO You can easily create partitions to make space for data storage
as well as delete them.

As a desktop Linux user, you probably will be more comfortable and
perhaps safer with a GUI-based tool.
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mount-removable-media. mountpy.desktop

desktop
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org.gnome.DiskUtility.desktop org.kde.partitionmanager.

desktop

5 Files (14.4 KiB) Unknown size

5 partition remover Tools



hardware Testing Tools
it is a software suite used for hardware diagnostics, stress testing,

certification and benchmarking platform. It is available in three
formats:
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bonne.desktop he.desktop Cpu-x-root. cpu-x.deskto cpuinfo.desktop  diskscan.desktop

desktop

disktype.desktop flashbench ardwaretestsuit nternetspeed internetspeedhel

desktop e.desktop desktop p.desktop
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nternetspeedrea io.desktop iperf.desktop Imbench-run.
desktop removable-
media.desktop

mount-

mountpy.desktop org.gnome org.gnome.

bab.deskto DiskUtility. properties- D
desktop drivers.desktop ivepatch.desktop

software-

20 hardware Testing Tools



stress Testing Tools

some tools designed to subject your system to a configurable
measure of CPU, memory, I/O and disk stress. As a System
Administrator, you may want to examine and monitor the status of
your Linux systems when they are under stress of high load and
will stress test a computer system in various selectable ways. It was
designed to exercise various physical subsystems of a computer as
well as the various operating system kernel interfaces.
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AMD.desktop cpu-x.desktop cpu100.desktop cpul002.desktop cpu1003.desktop
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cpul004.desktop cpul005.desktop cpul006.desktop cpulimit.desktop cputool.desktop fuzz.desktop
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gparted.desktop hardwaretestsuit hping.desktop htop.desktop mount-
e.desktop d removable-

media.desktop
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mountpy.desktop org.gnome org.gnome. org.kde. psst.desktop
baobab.desktop DiskUtility. ksysguard.

desktop desktop

stress CiE‘E-"(‘ZD[Zl stressall.desktop stressant. stressapptest.

desktop desktop
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stressbuffer. S stresscpuz stressmem sysbench

desktop esktop ( desktop desktop

sysbenchcpu. sysbenchio. sysbenchmem sysbenchthread. S wbox.desktop

desktop desktop desktop desktop

Unknown size

40 stress Testing Tools



Fork bomb

The fork bomb is a form of denial-of-service (DoS) attack against a
Linux or Unix-based system. The system eventually becomes
overloaded and is unable to respond to any input.

It is also possible to use tcpdump for the specific purpose of
intercepting and displaying the communications of another user or
computer.

Filename Content From Here (applications) ¥ More Search Tools

gparted.desktop mount-removable-

media.desktop
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mountpy.desktop org.gnome. tcpduma80.desktop tcpdumd443.desktop tcpdumhost.desktop
DiskUtility.desktop
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tcpdump.desktop tcpdumpdns tcpdumpip.desktop tcpdumpntp tcpdumpraw.

desktop desktop desktop
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tcpdumptrafic tcpdumtcimp.

desktop desktop

17 Files (18.5 KiB) Unknown size

15 Fork bomb



Remove permissions

Most commonly, by default, the user who creates a file or directory
is set as owner of that file or directory. When needed (for example,
when a member of your research team leaves), the system's root
administrator can change the user attribute for files and
directories.

~ o B

S
allownersda.desktop debian-uxterm. debian-xterm. gparted.desktop gsmartcontrol.
desktop desktop desktop
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mount-removable- mountpy.desktop org.gnome set777tosda.desktop smartcontrol.

media.desktop DiskUtility.desktop desktop

10 Files (20.2 KiB) Unknown size

2 Remove permissions Tools



Swap memory tools

Swap space in Linux is used when the amount of physical memory
(RAM) is full. If the system needs more memory resources and the
RAM is full, inactive pages in memory are moved to the swap space

N

Oswapon.desktop 100swapon.desktop clearswapon.desktop
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mount-removable-media. mountpy.desktop org.gnome.DiskUtility. remeswapon.desktop

desktop desktop

Unknown size

10 Swap memory tools



User Control Tools

A good system administrator can do wonders with the built-in
monitoring tools that come with most Linux distributions
Graphical tools are easy and suitable for new users.

The tools we’re going to cover in this section are great for
monitoring and analyzing processes that directly impact the
performance of individual Linux systems (as opposed to networks),
though some of them do have other uses as well.

f

fatattr.desktop gparted.desktop nddtemp.desktop installedPKGsSda listuserscurrent.
desktop desktop
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memtester.desktop mount-removable- untpy.desktop org.gnome.
media.des iskUtility.desktop
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tacer.desktop .desktop ukuu.desktop

15 User Control Tools



